# *Лабораторная работа № 3.* парольний захист

*Мета роботи: реалізація генератора паролів, що володіє необхідною стійкістю до злому*.

## *Порядок виконання*

1. Ознайомитись з теоретичним матеріалом, пов'язаним з поняттями парольної аутентифікації користувачів і кількісною оцінкою стійкості парольного захисту (див. нижче).
2. У таблиці варіантів знайти значення характеристик *P, V, T* для вашого варіанту.
3. Обчислити нижню межу S \* для заданих *P, V, T* (формула (1)).
4. Вибрати деякий алфавіт з потужністю A і отримати мінімальну довжину пароля L, при якому виконується умова (2).
5. Написати програму для генерації паролів користувачів. Програма повинна формувати випадкову послідовність символів довжини L, з використанням алфавіту з A символів.

Для визначення кодів символів алфавіту А використовувати таблицю кодування ASCII -1250

1. Оформити звіт з лабораторної роботи.

*Вимоги до звіту:*

*1) Титульний аркуш*

*2) Введення (про особливості парольного захисту і його стійкість);*

*3) Основний розділ, в якому:*

*- сформулювати принципи обчислення нижньої межі числа паролів, і отримання мінімальної довжини пароля;*

*- описати алгоритм і відобразити схеми генерації паролів користувачів;*

*- привести програмний код розробки з коментарями;*

*- відобразити отримані результати (випадкову послідовність символів довжини L, що є паролем, отриманим з алфавіту А), привести копії екранів.*

*4) Висновки*

Таблиця 1. Коди ASCII

![Состав отображаемых символов ASCII (code page 866)](data:image/png;base64,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)

**Таблиця 2. Варіанти завдань**

|  |  |  |  |
| --- | --- | --- | --- |
| Варіант | *P* | *V* | *T* |
| 1 | 10-4 | 20 паролів/ хвил | 2 тижні |
| 2 | 10-5 | 5 паролів/ хвил | 10 днів |
| 3 | 10-6 | 10 паролів/ хвил | 5 днів |
| 4 | 10-7 | 15 паролів/ хвил | 6 днів |
| 5 | 10-4 | 72 пароля/день | 12 днів |
| 6 | 10-5 | 24 пароля/день | 1 місяць |
| 7 | 10-6 | 20 паролів/хвил | 3 тижнеів |
| 8 | 10-7 | 15 паролів/хвил | 20 днів |
| 9 | 10-4 | 5 паролів/хвил | 15 днів |
| 10 | 10-5 | 10 паролів/хвил | 1 тиж. |
| 11 | 10-6 | 15 паролів/хвил | 2 тиж. |
| 12 | 10-7 | 120 паролів/день | 10 днів |
| 13 | 10-4 | 96 паролів/день | 5 днів |
| 14 | 10-5 | 20 паролів/хвил | 6 днів |
| 15 | 10-6 | 15 паролів/хвил | 12 днів |
| 16 | 10-7 | 2 пароля/хвил | 1 місяць |
| 17 | 10-4 | 10 паролів/хвил | 3 тиж. |
| 18 | 10-5 | 20 паролів/хвил | 20 днів |
| 19 | 10-6 | 144 пароля/день | 15 днів |
| 20 | 10-7 | 10 паролів/день | 1 тиж. |

**Теоретичні відомості до лабораторної роботи №3**

Парольні системи ідентифікації / аутентифікації - один з основних і найбільш поширених в системах захисту інформації методів розпізнавання користувачів.

Модуль аутентифікації по паролю найбільш часто піддається атакам з боку зловмисників, а методи парольної аутентифікації користувача при недотриманні вимог до вибору пароля є досить вразливими.

Основними мінімальними вимогами до вибору пароля і до підсистеми парольної аутентифікації користувача є нижчеперелічені:

1) в якості пароля не повинні використовуватися реальні дати, імена, прізвища та так далі.

2) пароль повинен складатися з різних груп символів (малі і великі латинські літери, цифри, спеціальні символи -, +, ', # і т.д.);

3) мінімальна довжина пароля повинна бути не менше, ніж N символів.

Рекомендації до підсистеми парольної аутентифікації:

1) в підсистемі парольної аутентифікації необхідно встановити обмеження числа спроб введення пароля (як правило, не більше трьох);

2) адміністратор системи повинен встановлювати максимальний термін дії пароля, після чого, пароль слід змінити;

3) в підсистемі парольної аутентифікації потрібно встановити ча-менную затримку в разі введення неправильного пароля.

Поширеним методом злому підсистеми пральний захисту є прямий перебір паролів (brute forcing).

Як правило, системні адміністратори використовують системи генерування паролів, які відповідають перерахованим вимогам. Генератори паролів використовуються як готові, так і самостійно розроблені.

**Кількісна оцінка стійкості парольного захисту**

Для проведення кількісної оцінки застосуємо позначення:

*A* – кількість символів, які можуть бути використані при складанні пароля (потужність алфавіту);

*L* – довжина пароля;

*S = AL* – кількість всіляких паролів довжини L, які можна скласти з символів алфавіту A;

*V* – швидкість перебору паролів зловмисником;

T - максимальний термін дії пароля.

*P – вірогідність* вибору пароля зловмисником протягом строку його дії:

*P =* (*V ∙ T*) */ S =* (*V ∙ T*) */ AL*.

Формула застосовується у різних випадках. Наприклад, якщо відомі значення *V, T та P вирішують задачу пошуку кількості можливих паролів. Далі, при наявності вимог на довжину паролю, знаходять мінімальну потужність алфавіту паролів A. Або вирішують задачу виявлення нижньої межі* числа всіляких паролів S\*.

Цілочисельне значення нижньої межі обчислюється за формулою

*S*\* = [*V∙P/T*], (1)

де [] – ціла частина числа, взята з округленням вгору.

Після визначення нижньої межі S \* необхідно вибрати такі A і L для формування S = AL, щоб виконувалася нерівність:

S \* ≤ S = AL. (2)

Тоді при виборі S, що задовольняє нерівності (2), можливість вибору пароля зловмисника (при заданих V і T) буде менше, ніж задана P.

*Зверніть увагу на необхідність узгодження розмірностей використовуваних в формулах параметрів.*

*Приклад*. Початкові дані: *P*= 10-6, *T*= 7 днів = 1 тиждень, *V*= 10 (паролів / хвилину) = 10 · 60·24·7 = 100800 паролів на тиждень.

Маємо: S\* = [(10800 ∙ 1) / 10-6] = = 108 ∙ 108.

Умові *S*\* ≤ *AL* задовольняють, наприклад, такі комбінації *A* і *L:*

*A* = 36, *L* = 6

*A* = 26, *L* = 8

**Контрольні питання**

1. Яким чином визначається стійкість підсистеми ідентифікації і аутентифікації та які параметри при цьому застосовуються?

2. Перерахуйте та поясніть вимоги до підсистеми парольної аутентифікації.

4. Сформулюйте та поясніть математичну модель визначення ймовірності підбору зловмисником пароля протягом строку його дії

5. Поясніть, вибір яких параметрів може вплинути на зменшення ймовірності підбору пароля зловмисником при відомій швидкості підбору пароля зловмисником і заданому терміні дії пароля?